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Abstract:

In the Software evolution, the requirements phase is the first and most critical
software engineering task. This phase is a stakeholders-dominated phase and is based 
on the transformation of the ideas or views into a documented requirement. 

first essential step to achieve a high-quality- product. With the Software-as-a-service 
(SaaS) business model, where the target is recurrent releases and continual delivery 
of improved services, the associated requirements become even more important. 
Now, more than ever it shows the importance of real communication and discussion, 
focusing always on the most important issues and most important stakeholders only. 
Furthermore, keeping the vision up to date and clear for the whole duration of a 
system development project. In this paper,
are the specific requirements that should get priority during the requirements 
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1 Introduction

Cloud computing is the most brilliant innovation of technology of the 21st century 
because of its importance in every field you can imagine. Cloud is becoming a top 
item in the C- suite agenda as companies are seeking to transition of a piece- meal 
approach to a more comprehensive end-to-end digital transformation with Cloud at 

choices and take part with the appropriate partners to increase their own capabilities. 
Cloud transition requires speed, new thinking, and involving in different levels of 
skills and investments to achieve end-to-end digital transformation. Now, more than 
ever, cloud technology is vital to help companies innovate, adapt to speed and scale, 
drive business agility, streamline operations, and reduce costs. As well as managing 
big data, cyber-security and quality control, emerging technologies such as Artificial 
Intelligence and many other capabilities are becoming available as services through 
cloud computing.

Cloud computing is a model for enabling convenient, on- demand network access to 
a shared pool of configurable computing resources such as - servers, networks, 
storage, development tools, and even applications - that can be rapidly de- livered 
with a minimal management effort or service provider interaction [1]. It allows 

drive [2].

Cloud computing model is composed of four deployment models public cloud, 
private cloud, hybrid cloud, and multi- cloud. Each one of these models has its own 
scope of services that presented to the users. The uses of Cloud Computing 
deployment based on different factors, such as customization capabilities, cloud 
services sharing, security requirements and location the services hosted [3]. Public 
cloud is a service run by an external vendor that may include servers in one or 
multiple data centers. Public clouds are shared by multiple organizations. Using 
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virtual machines, individual servers may be shared by different companies, a 
situation that is called 
space within the same server. Private cloud is a server, data center, or distributed 
network wholly dedicated to one organization [4]. A higher security and privacy are
delegated by private clouds through the firewall and internal hosting [5]. Hybrid 
cloud deployments combine public and private clouds. An organization may use their 
private cloud for some services and their public cloud for others, or they may use the 
public cloud as backup for their private cloud [5]. Multi cloud using multiple public 
clouds. In other words, an organization with a multi-cloud deployment rents virtual 
servers and services from several external vendors [6]. Multi cloud deployments can 
also be hybrid cloud.

As well as three service models Saas (Software as a Service), Paas (Platform as a 
Service) and Iaas (Infrastructure as a service) [7] as shown in [Figure 1: Cloud 
Service Models].

Figure 1: Cloud Service Models



December, 2022

International Journal 
for Scientific Research 

(IJSR)

Vol. (1), No. (2)

69

IJSR, VSRP Publishing, UK ISSN 2755-3418 (Online)

Cloud service providers are responsible for running and maintaining application 
software, operating systems, and other resources. Infrastructure-as-a-Service (IaaS) 
model provides many resources like raw based storage, load balancers, virtual local 
area networks, IP addresses and software bundles [4]. a company rents the servers 
and storage they need from a cloud provider. They then use that cloud infrastructure 
to build their applications. IaaS examples: DigitalOcean, Google Compute Engine, 
and OpenStack.

In Platform-as-a-Service (PaaS) model, allows organizations to develop, build, and 
deploy their applications to support their own specific business needs [8].  
Companies pay for the things they need to build their own applications. PaaS vendors 
offer everything necessary for building an application, including development tools, 
infrastructure, and operating systems, over the Internet. Such as Microsoft Azure, 
Salesforce.

Software-as-a-Service (SaaS) is a cloud-based distribution model for providing 
software to users. SaaS users can subscribe to an application instead of purchasing 
and installing it. Users can access SaaS through a web browser or application 
program interface (API) from any compatible device like smart phones and laptops 
etc. through the Internet [9].

An enormous number of organizations consider SaaS important because of its 
advantages that the customer does not need to buy licenses to get a service but can 
rent it, install, upgrade, maintain or run software [10]. As well as other advantages 
such as multi-tenancy that is considered one of the most significant concepts for any 
SaaS applications, reduce cost, configurability, and scalability [11]. Also, there are 
other benefits of SaaS such as Rapid Scalability, Accessibility from any location with 
Internet, Eliminates infrastructure concerns, Custom levels of service offerings and 
Bundled maintenance and Support [2].
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Software as a Service (SaaS) is being increasingly adopted by firms for gaining 
-

model. In traditional model, software is traditionally owned, hosted and managed by 
the firm, while in SaaS it is owned, hosted, and managed by external providers and 
delivered to the firm through the Internet as a service [12].

The difference between traditional software applications and SaaS applications gives 
a rise to a different direction of requirements in the sense of operations and 
management, architecture, security and privacy, compliance, and quality. This 
implies that new requirements that have never been experienced before in software 
evolution have to be taken into consideration and focus on it [13]. The principal goal 
of requirements engineering process is to develop and as well as managing the 
requirements, gathering and defining service provided by the system to identify 
changes and irregularities between the project outcomes and the requirements. To 
make SaaS better in quality, we must focus on these key requirements to be 
considered and discussed at early stages, when requirements engineering team 
struggle to accomplish improved quality, shorter delivery deadlines and reduced 
requirements engineering cots. When referring to requirements related to an 
information system, we usually mean requirements originating from customer-side 
stakeholders. These requirements represent the views and needs of the people at the 
business or enterprise operations level, covering end-users, acquirers, customers, and 
a number of other stakeholders.

to be solved vary in their nature, and often the different stakeholders perceive the 
situation in very different ways. What makes the matter even more complicated is 
the set of requirements for fulfilling the stake-
connection not just to the domain that the stakeholders represent, but also to the 
history and to the environment, in which the system is to be operational. System 
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requirements are naturally closely related and connected to the customer-side 
requirements. But they ought to be written in a language that is clear, unambiguously 
and understood by system designers, developers, testers, as well as other people that 
work o
original end- user requirements and provide heavy understanding on what the system 
needs to be capable of doing. Making stakeholder and system requirements meet, 
appears to be the hardest and the most critical part of the development of any larger 
information system [14].

2- Related Work

Requirements Engineering (RE) is the process of finding, documenting, and 
administering the requirements for a computer-based system. The goal is to obtain a 
set of specifications, as the first stage in the system development process, to shape 
the foundation for more design and development of the desired system. Requirements 
engineering is a crucial phase at the beginning of every product development to 
define the scope of development together with customers [4].

Requirement Engineering is a set of different process that works at different levels, 
which are incorporated at individual and organizational level Projects [5].
Requirements engineering is the process of eliciting stakeholder needs and desires 
and developing them into an agreed-upon set of detailed requirements that can serve 
as a basis for all subsequent development activities [6]. Requirements engineering 
has become an important research topic in the field of software engineering. 
Particularly, with the efflorescence of the cloud computing paradigm, evolutions in 
social media and service computing, potential challenges of the requirement 
engineering process have grown in complexity and numbers. The new software 
systems which are anticipated to be scalable, able to be used on all variety of multiple 
platforms, containable, failure safe, and, in general, appropriate for distributed 
computing environments. Now, software is being diffused as Web services and as 
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software-as-a-service (SaaS) to be used by users on a wide variety of diversity smart 
devices, through the Internet protocols.

Some authors propose frameworks and methods, but there is no available empirical 
evidence on the elicitation methods utilized by cloud providers [15]. For instance, 
Chung, Lawrence, et al. proposed a goal-oriented simulation approach for cloud-
based system design whereby starts with the eliciting and understanding of multiple 

utilized in generating a simulation model as a proxy for the cloud-based system 
architecture. They also use as the means of estimating the effect of design choices on 
the degree to which the different goals are satisfied. After a number of iterations, the 
result is approaching a design which may then be tested in a real cloud deployment 
[7].

Ramachandran and Muthu presented methods, techniques, and best practice 
requirements engineering and management as an emerging cloud service 
(SSREMaaES) and also, they introduced guidelines on software security as a service. 
They also debated an Integrated-Secure SDLC model (IS-SDLC), which will assist 
practitioners, researchers, learners, and educators. In addition, they are proposed 
software security requirements engineering and management as an emerging service 
(SSREMaaES). Which have potential to variation the method software has been 
developed traditionally and presents tools and techniques as a service which can be 
developed and shared with distributed stakeholders [8].

Abuhussein, Abdullah, et al. presented an approach to increase cloud qualities in 
existing requirement engineering processes and facilitate building SaaS with cloud 
qualities in mind. The proposed cloud requirements engineering approach depend on 
determine the number of cloud qualities to be used in SaaS and consequently handles 
any situated shortcomings. The proposed augmentation allows software engineers to 
collect and determine requirements with cloud qualities in mind, which makes 
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determining and remembering cloud-concerning features while grouping and 
articulating cloud application requirements less complicated. They are also presented 
sets of questions that software engineers can utilize when eliciting cloud-specific 
requirements [9]. 

Mouratidis, Haralambos, et al. presented a novel security modeling language and a 
group of original analysis techniques, for capturing and analyzing security 
requirements for cloud computing environments. The new in their proposed language 
lies in the combination of concepts from cloud computing, with concepts from 
security and goal-oriented requirements engineering to elicit, model and analyze 
security requirements for cloud infrastructures. Also, they are proposed three 
analysis techniques, which support an automated process where given a model of a 
cloud computing system, developed with the proposed language, will promote the 
model with new security knowledge, for example threats and vulnerabilities, 
alleviation strategies and assets and actor responsibilities [10].

3- Software as a Service

The SaaS model can be viewed as an evolution of the application services provision 
(ASP) model. SaaS goes one step further than ASP and is based on the use of multi-
tenant architectures, enabling the sharing of infrastructures, and thus creating 
economies of scale. SaaS compromises the highest level of Cloud Computing (CC) 
services. SaaS ranges from simple office automation to more complex enterprise 
resource planning (ERP) and customer relationship management (CRM) 
applications[16].

With SaaS model, a single version of the application, with a single configuration is 
used for all customers (tenants). To support scalability, the application is installed on 
multiple machines which called horizontal scaling. In some cases, a beta version of 
the application is set up to offer accessing to pre-release versions of the applications 
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for testing purposes. Saas solutions represent many applications in the market of 
cloud, it can be divided into two main categories:

Vertical SaaS: a software which targeted to the needs of a specific industry (e.g., 
software for the healthcare, agriculture, real estate, finance industries)

Horizontal SaaS: the products which focus on a software category (marketing, 
sales, developer tools, HR). It can cover many industries and wide range of market 
[17].

The application architecture of SaaS (on-demand) cloud service is shown in [Figure 
2 : Application Architecture of SaaS in Cloud Computing]. It consists of four layers 
[18]:

Figure 2 : Application Architecture of SaaS in Cloud Computing
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1.
involves controllable internal clouds. As well as supporting many resource types 
including hardware and software such as hard disk capacity, the size of RAM, 
CPU and so on. The cloud platform pools these resources to provide unified cloud 
services for upper-layer system modules and applications [19]. 

2. Service Resource Management and Monitoring Layer: The resources that 
provided by the infrastructure layer can be registered into the service resources 
management. In this layer, the client can ensure that he can get an appropriate 
platform for his application to do his purpose like deployment, development, 
hosting of web application, and testing [19].  Depending on different monitoring 
and management demands, specific resource models, management attributes, and 
monitoring policies can be defined to ensure scalability in resource management 
and monitoring [18].

3. Programming Framework and Supporting Engine Layer: This layer supports 
service programming according to the basic platform and service resources. It 
also provides engine support for service operation. In this layer, predefined 
service templates, visualized manual service composition, and automatic on-
demand service composition for dynamic, large-scale environments is 
implemented. Efficient and reliable combining of applications for large-scale 
concurrency is also implemented.

4. Personalized On-Demand Service Layer: This layer determines how on-demand 
cloud services are provided to users. It determines how to support users in 
describing their demands and identifying resources. As well as defining the state 
of available resources and user scenarios to provide services that are adaptable to 
information changes. The applications in this layer can achieve the automatic 
scaling to do a maximum performance.
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4- SaaS Stakeholders

In a traditional computing system, the major stakeholders are the providers and 
customers: the customers use, own, maintain, and upgrade the systems while the 
providers deal with the sale, installation, licensing, consulting, and maintenance of 
the technology concerned. Cloud computing variations the turns of the traditional 
stakeholders and adds new ones. These stakeholders include not only the providers 
and the customers of the service, but also, due to the singular nature of the delivery 
model for the service, the organizers who need to understand the effect of the location 
of the infrastructure of the service providers. We discuss these stakeholders in 
detailed in this section.

4-1 Cloud Consumers / End User 

They are individual users and organizations that hoard their data in the cloud data 
center and dependence the service provider for data Computations. In the other word, 
the consumer in cloud computing is a human or an organization that has an official 
contract or settlement with a cloud provider to use information technology resources 
made available by the cloud provider. Specifically, the cloud consumer uses a cloud 
service consumer to access a cloud service [20]. In a cloud computing environment, 
the consumers are effectually subscribers, who now only purchasing the use of the 
system from the providers on an operational cost base. efficient use of cloud 
computing's possibilities will minimize the stress on the information technology 
departments as they become consumes less time in maintaining systems and more 
effective in improving and developing innovative applications for the organization 
[21].
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4-2 Cloud Service Provider / Cloud user 

A cloud service provider, this is the organization that own the fundamental resources 
and experience for managing the distributed cloud storage servers and offers some 
component of cloud computing usually infrastructure as a service (IaaS), software as 
a service (SaaS) or platform as a service (PaaS) to other businesses or individuals. A 
cloud computing service provider possesses and operate cloud computing systems to 
present service to third extremities. The providers will perform the maintenance and 
the improvements on the system which consumers were in responsible for it when 
they owned the systems. They will also be in charge of maintaining the software 
utilized on the cloud, in addition determining prices of the cloud services. Most cloud 
computing provider companies today have been large scale datacenters and software 
infrastructure[22].

4-3 Enablers / Cloud Provider

Cloud enabler refers to the technologies and manufacturers that do as the backbone 
for all cloud computing services and products. A wide term including technology 
sellers and solutions, a cloud enabler allows an organization to construct, deploy, 
combine, 
organizations that will provide products and services that simplify the delivery, 
adoption, and use of cloud computing. Cloud enablers are primarily information 
technology companies that evolve hardware, software, networking, storage, and 
other concerning product serving as a cloud environment component. For example, 
an organization that develops virtualization hypervisor cans the development of 
virtual machines, virtual private servers and other virtualization-based cloud 
solutions. A cloud enabler differs from a cloud service provider, as the cloud service 
uses technologies constructed by the cloud to deliver cloud services to end users and 
other organizations [23, 24].
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As shown in figure [

Figure 3: SAAS Stakeholders] cloud providers optimize the usability of their own 
technology infrastructure offering storage solutions (hosting) and computer services 
(outsourcing), and cloud consumers pay for cloud services taking into account the 
type of service charge (i.e., pay per use, subscription, etc.) [15].

Figure 3: SAAS Stakeholders interactions

5-

The purpose of this contribution is to understand the components of a service and 
determine guidelines to requirements engineering for software as a service. 
Consequently, cloud services are seen by different aspects called dimensions. Six 
dimensions are proposed security and privacy, compliance, multitenancy, quality of 
service, architecture, management. Each dimension has its specific entities, 
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properties, and relationships. The proposed dimensions support the clarification of 
the requirements that determine specifications that clients need, and capabilities 
owned by providers into cloud computing. Requirement is what SaaS clients want 
from cloud service and the capability that is what SaaS cloud providers offer related 
to their efficiency in cloud services.

Requirements can be classified into functional and non-functional requirements. 
Functional requirements are capabilities that the product must do to satisfy specific 
user needs. Non-functional requirements are qualities that the product must have. 
Nonfunctional requirements are no less vital than functional requirements. Most of 
the requirements of SaaS are non-functional requirements. Non-functional 
requirements (NFRs) describe the general characteristics of a system. They are also 
defined as quality attributes (e.g., usability, reliability, security). They are not easy 
for stakeholders to articulate but they know that the software will not be usable 
without some of these non-functional characteristics [25].

5-1 Security and Privacy

Security refers to information security, which means protecting information and 
information systems from unauthorized access, use, disclosure, disruption, 
modification, or destruction.  SaaS provides application services on demand such as 
email, conferencing software, and business applications such as ERP, CRM, and 
SCM [2]. SaaS users have less control over security. Most of the Cloud providers 
know that the major problem banning the cloud computing adoption is security. So, 
the adoption of SaaS applications may raise some security concerns.

5-2 Cloud user (CU)

The CU is the most affected stakeholder if any kind of breach happens over cloud. 
The major challenges for CU are [26]:
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Secure access to the services: the main concern of CU is to access the services in 
a secure way and will share services only to the trusted entities. 

Data security: the user is always interested in the updating of its own data, but 
this concern is also subject to the unauthorized access also.

Confidentiality: is defined as a set of rules that prevent unauthorized user from 
accessing sensitive information [27].because the data of CU are handled by third 
party and it has full control on data. If any type of attack happens, then the 
confidentiality will be breach.

Data control: certain level of control on data in cloud.

Service availability: the cloud-based services taken by the user should be 
available all the time and at all places.

Interoperability: if the CU has any problem or dissatisfaction with vendor, then 
there should be a flexibility to migrate from one vendor to another. But generally, 
they face vendor lock-in problem.

Trust between CU and CSP: the CU should have trust on CSP that he is giving 
secure services with all security measures. However, it is difficult to make this 
kind of trust between CU and CSP and for CSP to provide 100% secure services.

Application security: flaws in Web applications may create vulnerabilities for the 

computers and perform malicious activities such as steal sensitive data [28].

5-3 SaaS Provider / Cloud Service Provider

CSP is responsible for delivering cloud services to the CU [29]. The major threats 
and challenges for CSP are [26]:

Eliminate internal threats there can be a threat of hacking internal servers, 
leaking data either by intension, or un-intentional by internal employees.
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Secure administrator access rights CSP is responsible for defining access of 
administrator rights to the trusted employees only.

Sharing environment security many users access same services. There should 
be proper maintenance of confidentiality, integrity, and authentication (CIA).

Continuity in services how a business will continue operating during an 
unplanned disruption in service. CSP needs to aware with the different type of 
attacks, which can disrupt services of the CSP to CU.

Independence in software components CSP has to make sure that if there is any 
security problem found in one software component, it should not affect to another.

Accessibility: Getting to applications over the Web by means of Internet browser 
makes access from any system device, including open PC and cell phones [28]. 

5-4 Compliance

The expression of cloud compliance refers to the necessity that cloud-delivered 
systems must be in line with internal and external regulations. This compliance must 
be clear and auditable for regulators. Compliance can be defined  in  terms  of  a 
principle  that  enforces  rules  that  implement  the  policies.  These policies are 
nothing but the constituent of regulations. The compliance is the responsibility of the 
organizations and the service providers [30].

with respect to compliance are to ensure personal data 
protection and trust in those responsible for controlling and process their private data. 
Also, the Cloud providers must guarantee applied the following Data protection 
principles: lawfulness, fairness and transparency, purpose limitation, data 
minimization, accuracy, storage limitation, integrity, confidentiality, and 
accountability. More specifically, the personal data of the data subject must be 
processed according to the law requirements, in a fair and transparent manner. 
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Finally, integrity and confidentiality should be reassured to avoid unauthorized or 
unlawful processing or/and accidental loss, destruction or damage [31].

5-5 Quality of Service

Quality of Service plays an important role in distributed computing for multimedia 
and other essential applications. In Cloud Computing the term Quality of Service 
refers to the levels of availability, reliability and performance given by the 
infrastructure and by the platform and or an application that hosts it. It is major for 
cloud consumers, who wait from cloud providers to deliver the high level of the 
quality, and for cloud providers, who needs to find the right tradeoffs between 
operational costs and Quality of Service levels[32]. Quality   should   be   linked   to   
requirement, to denote that requirements should be there. There are many factors that 
will impact the quality of a system or application such as flexibility, maintainability, 
readability, performance, efficiency, scalability, availability and robustness, 
usability, and accessibility. 

Quality of Service refers to the ability of networks to attain maximum bandwidth and 
handle other network elements like latency, error rate and uptime. Quality of Service 
include the management of other networks resource by allocating priorities to 
specific type of data (audio, video, and file).

Scheduling, admission control and dynamic resource purveyance are some 
techniques utilized to achieve more quality of service to the cloud SaaS 
applications[33].

5-6 Multi-tenancy 

In cloud computing, multitenancy means that more than one heterogeneous tenant
shares the single instance of the application. It increases the degree of resource 
sharing among tenants and brings down the operational cost [34]. Despite the reality 
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that they share resources, cloud consumers aren't knowing of each other, and their 
data is preserved totally disconnect. Multitenancy is a critical component of cloud 
computing; without it, cloud services would be quite less practical. Multitenant 
architecture is a feature in many types of public cloud computing, including IaaS, 

-
Tenancy occurs when two or more virtual machines (VMs) belonging to different 
consumers share the same physical machine [35].   

In   Software   as   a   Service (SaaS), applications are provided as  a  service  by  the  
Cloud  Service  Provider  (CSP) where the consumer cannot observe or control the 
implicating infrastructure;  here,  Multi-Tenancy  means  that  two or  more 
consumers use the same service or application provided by the CSP regardless of the 
fundamental resources. This approach enables more efficient use of the resources. 
Because of data from multiple tenants are stored in the same database, there is a high 
risk of data infiltration between these tenants. So, security and privacy   policies are 
needed to ensure that the data of the customers are stored independently from other 
customers [36]. The multitenancy concerns are as follows: privacy, dependability, 
reality, resource sharing, security, and profitability.

5-7 Architecture Requirements

SaaS customers concentrate on what services are provided rather than how these 
services will be provided. So, the cloud provider decision relies on the cost and 
performance according to the SLA. Make decision for using public, private or hybrid 
cloud.  Most important issues while architecting for the cloud are networking and 
data management. As well as scalability, development complexity, not balanced 
workload and lack of availability [37]. Also include details about the reusable SaaS 
services, API requirements, and secure, disaster tolerant data centers. The 
architecture must have features like fault tolerant, comprehensive redundancy and 
uptime and fail over strategies [13] .SaaS architecture should permit restoring data 
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as well as include Varying Levels of service agreements (SLA). SaaS architecture 
should be slowest cost, best reliability, and highest performance. 

5-8 Scalability

Scalability is the ability of the cloud-based system to increase the capacity of the 
software service delivery by expanding the quantity of the software service that is 
provided when such increase is required by increased demand for the service over a 
period during which the service is exposed to a certain variation in demand for the 
service.  Scalable cloud architecture is made possible through virtualization. Unlike 
physical machines whose resources and performance are relatively set, virtual 
machines (VMs) are highly flexible and can be easily scaled up or down. They can 
be moved to a different server or hosted on multiple servers at once. Third-party 
cloud providers also have all the vast hardware and software resources already in 
place to allow for rapid scaling that an individual business could not achieve cost-
effectively on its own[38] .A scalable system provides several benefits, here are the 
most important ones:

Possibility of increasing or decreasing the system power according to the needs 

Scalability ensures a minimum service level even in case of failure [Xiao, Peng.].

5-9 Management Requirements

SaaS management is the business practice of pre-monitoring and managing the 

technology. The target of SaaS management is to reduce risk from unmanaged tools 
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or technologies, improve the value of purchased software, and increase the 
effectiveness of users who deploy SaaS applications.

Management requirements encompass many diverse processes. It may include 
administration- a central location to view and manage any data associated with SaaS 
products at an organization, license management, policy management, role-based 
access -
workflow automation. As well as centralized reporting- composed of records that 
contains necessary information to management, provisioning- It refers to the steps 
required to manage access to data and resources and make them available to users 
and systems. Also, monitoring and auditing SLA management, tenant management, 
plan SaaS renewals, capacity, data management and load balancing.

Efficient SaaS management means having a complete system of record of all SaaS 
apps, licenses, vendors, users, and compliance data, plus the workflows and 
automations to be sure that every is recorded for auditing.

Many organizations attempt to adopt to SAAS in various fields because of its low 
cost, high availability, and scalability features. But there are many problems such as 
infrastructure, accessibility, and monitoring potency. However, moving data to the 
cloud implies shifting control of the customer's data to the cloud service provider 
indefinitely. This paper attempts to identify and categorize a list of attributes shown 
in Table [Error! Reference source not found.] which depict the six aspects of r

requirements attributes that are critical for more than one stakeholder such as 
security, availability, reliability, scalability, efficiency, SLA compliance. These 
attributes consider the most critical requirements for any software as a service to be 
succeeded.
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6- Conclusion

The cloud dimensions are explained in this paper and the attributes Characteristic of 

each one. Also, the SaaS model are viewed in detailed and two main categories of 

applications in the market of cloud that represent SaaS solutions they are Vertical 

SaaS and Horizontal SaaS. We also present the major stakeholders in SAAS cloud 

computing and clarified specific needs for each one of them as well as the 

requirements and priorities, and clarified the role played by each stakeholder in cloud 

computing architecture. our contribution in this paper is to understand the 

components of software as a service and determine guidelines to requirements 

engineering for SAAS. Consequently, cloud services are seen by different aspects 

called dimensions. Six dimensions proposed are security and privacy, compliance, 

multitenancy, quality of service, architecture, management. These attributes can be 

used to assess the end users and cloud service providers to build better SaaS cloud 

consideration these requirements attributes.
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